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Setup Client PC Environment

ABCI system
Compute Node (V)
' .o ' Compute Node (V) x 1,088
W -] NVIDIAVIO00 x 4,352 ABCI Cloud Storage
Compute Node (A)
.o Compute Node (A) X 120
Access from the client PC
to ABCI system
-I_ Tt -I_ NVIDIA V100 > 960 File System Estimated 47PB

The ABCI system consists of the following hardware and software.
« 1,088 nodes of Compute Nodes (V) with a total of 4,352 NVIDIA V100 GPU accelerators
« 120 nodes of Compute Nodes (A) with a total of 960 NVIDIA A100 GPU accelerators
« Approximately 47 PB of shared file system and ABCI cloud storage

Linux-based operating systems are used for these Compute nodes.

To run jobs on the Compute Nodes of the ABCI system, users access them via an access servelr.

Reference: ABCl 2.0 User Guide — ABCI System Overview



https://docs.abci.ai/en/system-overview/
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Setup Client PC Environment
- In case of Windows PC -

Using Windows Subsystem for Linux (WSL)

to build an environment that runs Linux on Windows

WSL is a mechanism to run a Linux environment on Windows, allowing Linux commands and applications to
run on Windows. However, since the installation procedure differs depending on the Windows version,
please update your Windows to the latest version before installing WSL.
Please refer to the "Reference Links" below for detailed procedures. The main procedure is as follows.
(Tip: Some BIOS settings may be required depending on your PC to use the virtual machine functionality.)

1. Enable Windows subsystem for Linux.

2. Enable the "Virtual Machine Platform (Hyper-V)" optional feature.

3. Download and install Linux kernel package.

4. Download and install Ubuntu.

Reference Links:
® https://qgiita.com/boss apel/items/6flelf731b5385f4b31a

® htips://qgiita.com/fumikomatsu/items/01e5cfa09347176f4d1la
® https://chigusa-web.com/blog/wsl2-winl11/



https://qiita.com/boss_ape/items/6f1e1f731b5385f4b31a
https://qiita.com/fumikomatsu/items/01e5cfa09347176f4d1a
https://chigusa-web.com/blog/wsl2-win11/

ABCIl System Usage Procedure

- Access to the User Portal -
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Access to the “ABCI User Portal”, which manages various information in using

the ABCI system, to register, manage, and check necessary information.

The “ABCI User Portal" is a site that manages information required to use the ABCI System.
Before using the ABCI system, access the “ABCI User Portal" to register and confirm necessary information.
After accessing the “ABCI User Portal" and completing the necessary procedures, you will receive an e-mail

with a login URL.

-

ABCI system
User

@
@

®

@
®

Access the “ABCI User Portal” with a browser.

Enter your account name and pass the image authentication.

The login URL will be sent to the registered e-mail address.

Access the login URL in the e-mail sent to you.

Enter your ABCI system account name and password to log in.

ABCI
User Portal

f~ABCI

User Login

Image authentication screen
(https://portal.abci.ai/user/?lang=en)

ABCI User Portal

i~ABCI

Click here if you have forgotten your password

User Portal login screen

ABCI User Portal



https://portal.abci.ai/user/
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ABCIl System Usage Procedure

- Initial login to the User Portal -

When you log in to the User Portal for the first time,

agree to the Terms of Use and change from a temporary password.

— Initial login to the User Portal —

When you register to use the ABCI system, you will receive an e-mail containing your initial login URL,
temporary password, and account. Please access the "User Portal" from the URL for initial login, agree to
the Terms of Use, and change the temporary password.

ABCI User Portal Change password
~ABCI ser Porta ABCI S
Please enter the password in the form below, click "Change” button.
AL i Gt e A1 Bidees Cloud it
User Login — — Current password
Agree to Terms of Use K
ABH e I lew password
Password | ) (Updated on 2024/04/08) i pesiond
Please refer to the following and agree. If you do not agree, ABCI can not be used, please understand.
[Login ] Jease check the following amendment date. If you have not read the latest version, be sure to click the link below 10 read the latest contents.
Previous | nge.
o A f Use for Al nded on 2024/04 ffect
Users of ABCI Cloud Storage: Terms of Use for ABCI Cloud Storage(Amended it 04/01),
. L Privacy Policy, - nllv put into effect on April 1. 2022) *(Amended og
2024/04/0])(Soury. Japanese only.)
tagree
ase read the following ientty confirmation request and agree, agr all an onto the
move o ]
contai -
not contain three consecutive same character

® Change from
temporary password

Reference: ABCI Portal Guide - 2. User Portal

(D Access URL for initial login 2 Agree to the Terms of Use



https://docs.abci.ai/portal/en/02/
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ABCIl System Usage Procedure

- Declaration for the Applicability of the Specific Categories -
When you log in to the User Portal for the first time in each fiscal year, please

complete the “Declaration for the Applicability of Specific Categories”.

— When logging in to the “User Portal” for the first time in each fiscal year —

You will receive two E-mails containing a special password and the URL of the website for “Declaration for
the Applicability of Specific Category”.

Please access to the “User Portal” from the URL for declaration, log in with the temporary password sent to

you, and answer the questions displayed. Conser IE—
L2250 A | meama | oeweuvessa | mdwe | oees | Mo £/ tagish
SABCI ABCI User Portal OABCI ABCI User Portal o e 0 Dt b it 0103
User Logi N N : ES‘:‘T':“T"?‘L: B Declaration for the ,-\pplicnﬂbil:’:;l:!fd:l:u .‘ipc"ciﬁ:;!:‘;:lczi(:‘,i::mm R "DimEd Export” control for the FY2024
551 Ti = | S ::,err‘ehi: ;I;;‘i)rg:rmalion of the “Deemed Export” control
B | e R o
»  Read the description of the "Applicability for
the Specific Categories” and confirm whether
you fall under the category or not.
@ Access to the URL for @ Declaration for the Applicability of Reference: ABCI Portal Guide —2.1.1
declaration Specific Categories Declaration for the Applicability of

Specific Categories


https://docs.abci.ai/portal/ja/02/#211
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ABCIl System Usage Procedure
- User Portal: When the URL for login has expired -

When the URL for login in the User Portal expires

please access "User Portal" again.

The login URL sent to you by e-mail has an expiration time.

If the URL has expired, please access the "User Portal" (https://portal.abci.ai/user/?lang=en) again,
Pass the image authentication and receive another e-mail with the login URL.

Enter your account name and temporary password on the User Portal login screen.

Dear ABCI user,

This mail was automatically sent by the ABCI system.
To login the ABCI system as Kataoka Satoshi, please visit the following URL:

https://portal.abci.ai/user/login.php?action=input passwd&logon Url=xXXXXXXXXXXXXXXXXXXXXXXX
XXXXXXXXX e oo

Note: Please be aware that the validity period of this URL will expire on_yyyy/mm/dd hh:MM.

Example: E-mail sent from “User Portal”


https://portal.abci.ai/user/?lang=en
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ABCI System Usage Procedure

- User Portal: Features -

The "ABCI User Portal" allows you to manage users of the ABCI system,

add points, check history of additional/usage point,
and register public keys to connect to the ABCI system.
Upon logging in to the ABCI User Portal, you can view and manage information necessary for using the ABCI system.
For details on each function, please refer to "ABCI Portal Guide: 2. User Portal, 3. User Administrator Authority".

[Users] pA BCI ABCI User Portal
° Change / Relssue paSSWOr-d g Clows e aetors Login user: Kataoka Satoshi Logout
* Register / Browse / Delete public key o Users Information
* List of Node reservation / cancellation somemeimrte | filngme  Kataoka Sotosh
° Usage Hlstory for ABCI POlnt s ipzcwﬁt#cztesﬁy Affiliation Office Yuriko Hanazono, Inc.
e Section Manager
* Cloud Storage Management — | |+ Brousesdetstepublic ||l iress satoshikataoka@hanazono.com
9 9 = El s ot gtz See the groups and

: : TS N = roup members that

[Requ"-es SuperVISory User Or User Admlnlstrator « Usage history for ABCI gﬁﬂp Theme E::s:ﬁsible Administrator ngiodaf gou tr;)elon tO OI’
« . point name
privileges] + Addtinal vstory o — » l)‘/nana . g
. . ABCI point = .

» Node reservation / cancellation _ « Coptmenay || gusier | Fovir9anvelespheseael | ata oty \zuzsouo= [T\ °
* Details of Usage History for ABCI Point i r—
+ Additional history for ABCI point additions
* Group Management (*Screens vary depending on the authority of the person who logged in)
» Cloud Storage Management Reference: ABCI Portal Guide - 2. User Portal

3. User Administrator Authority



https://docs.abci.ai/portal/en/02/
https://docs.abci.ai/portal/en/03/
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Necessary steps to connect to the ABCI system

« Public and private key generation required for SSH public key authentication

« Create tunneling and login by SSH port forwarding

Generation and registration of the "key" necessary for authentication and connection using SSH port

forwarding are required to connect to the ABCI system, since the SSH public key authentication method is
used.

We will introduce the below two types of these procedures starting on the next page.
» Using a terminal

» Using SSH client software (PuTTY is covered in this content)

It is not necessary to perform both types of procedures.
There are also other methods not introduced here.
Please use them according to your environment.
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Generate public and private key pair
- Key generation with commands from Terminal -

Generate a public/private key pair using the "ssh-keygen" command in the

terminal for SSH encrypted communication with the ABCI system.

To connect to the ABCI system, you will need an SSH client and a secure public/private key pair.

Available key pairs for ABCI are RSA keys (2048bit or higher), ECDSA keys (256bit, 384bit, or 521bit), and Ed25519 keys.

Example: Generate a public/private key pair with a terminal (Create a 4096-bit RSA key, add a comment with your e-mail address,
and create the key in the /.ssh directory)
Substitute where "satoshi.kataoka@hanazono.com” with your own e-mail address.

yourpc$ install -m 0700 -d ~/ .ssh T Make a directory to put key and set permission
yourpc$ cd / ssh e Generate key with ' SSh keygen Command
yourpc$S ssh-keygen -t rsa -b 4096 -C ”satoshi. kataoka@hanazono com" -f ~/.ssh/id rsa

Generating public/private rsa key pair. Enter passphrase (empty for no passphrase) : <.
Enter same passphrase again: =

Your identification has been Saved in id_rsa. ............................................... Enter the paSSphraSG agaln (Strongly recommended)
Your public key has been saved in id rsa.pub.

yourpc$ 1ls ~/.ssh
id rsa id rsa.pub

Reference: ABCI 2.0 User Guide — Getting Started ABCI Prerequisites



https://docs.abci.ai/en/getting-started/#prerequisites
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Generate public and private key pairs
Key generation with PuTTYgen -

Generate public/private keys with "PuTTYgen", a key generation tool for PUTTY

After installing PuTTY, start "PuTTYgen" from the Windows Start menu, and the "PuTTY Key Generator"
dialog box will appear. Generate keys from this dialog box. (The version of PUTTY is assumed to be “0.817.)

Select the key type and press "Generate". Save the key

12 PUTTY Key Generator ? X 1 PUTTY Key Gen ? X 1P PUTTY Key Generator ? X

File Key Conversions Help File Key Conversions Help File. Key Conversions. Help R i g ht- C I i C k to Co py
Key Key
No key. Please generate some randomness by moving the mouse over the blank sres. th e p u bI IC key

sssss AAAABINZaC! yo2 EAAAADAR ABAAACARCZRHIgymn S 6 AXwILdI002ci2b7 yAWY
\IAZ'E 9Herh fil uZkeZteozrdCPeal DTKEU0/ q3sEVIYaDe 3mihirl 3 VRCCakOGNS yPI16 3PS RTocHE NxGxT Ekv WK P
/JEkpIISRUT 2 wi

+fNJzb sl pbCzHu oh O xCiid YSL WO BUqQL5 7 We/ fTtbESe X

+sRaDEEBVYNpTDI/ WF T5ICBERe en WLITUCHRKXYfsH/nzS c WV m Ydx/ CUNVZXZESRRE 832 rRiF ZKC1 KkeO1 uREMuh

Key fingerprint: | ssh-rsa 4096 | imilui W/ 60| 1GWqQ fiRb Any Comment Can

Key comment: rsa—key-20220525

Key passphrase: 000000000000000000000 N be Included

Confirm passphrase: (.....................|

Actions Actions Actions
Generate a public/private key pair i enerate 1 Generate a public/private key pair Generate Generate a public/private key pair i' Generate | A n P a S S h r a S e
Load an existing private key file | Loadh E Load an existing private key file Load Load an esxisting private key file | “Load | y p
Suin thevausretad ey, Save public key Save privaf kay Save the generated key Save public key Save private kay Save the generated key | sawe public key | Seve private key Can be b ro u g h t
Parameters Parameters Parameters
senerate: Type ofkey to generate: Type ofkey to generate:
® RS A \osa QECDSA O EdDS A  _Ossht [rsa) RSA DSA ECDSA EdDS A SSH-1 (RSA) ®RSA ODsa O ECDSA O EdDS A O S5H-1 RSA)
Number ofbits in & generated key: *V‘ 4096| Number ofbits in & generated key: Number ofbits in s generated key: 4036

(D For "Parameters”, select "RSA", enter
"4096" for "Number of bits ...", press
"Generate". Copy the public key by right-clicking with the mouse.
(In this example, the key format is the (This step is necessary for the public key registration on the
same as in the previous section.) next step.)

3 Enter a comment and passphrase, and press "Save

Move the mouse until the ke : :
@ y Private Key" to save the private key.

generation starts and the
green progress bar fills up.
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Generate public and private key pairs
- To convert keys generated by another tools for PUTTY -

If you have a public/private key generated by another tool and you want to continue to use the
public key already registered with the host, you need to convert the private key for PuTTY.

Save the key

Select the key type and press "Generate".

P PUTTY Key Generstor B Losd private key: * 1B PUTTY Key Generator ? X
File ey [ Conversions Help €« “ 4 || > SstoshiKataoka » .ssh v 0| | search ssh » File Key Conversions Help ng ht—Clle to coO py
Key | Import key | Organize v New folder I | ey, .
Mo ke, Public key for pasting into OpenSSH authorized keys fle: th b I k
Export OpenSSH key &) Pictures A HName Date modified Type s3h-rsa AAAABINZAC! yo2 EAAAADAR ABAAACAG CZRHIEYmnS6 AXwSLAi00 20267 yAWY e p u | C ey
> ; Peaf DTK8U0/q ‘a0 e3mihlrl3 VROCaKD 163P5RT G
Export OpenSSH key (force new file format] Music JEkpHSRUT2wi
[RIBRs = ! [T (AT EM +MJzb5 5 pbCzHuoh O xGiid YSL WOBUQLE 7 Wo/ fTtbBS 2 X
Export ssh.com key & OneDrive ] id_rsa 12/24/2021 6:04 PM osoft Publi +sRaDEEVNpTDL/ WF TSICBERe en VLITUCRKxXYIEH/n 28 sV m Yax/ CUWZXZE8RRE 8:x21RIF ZKC! KUkeO1 uREMuh
Key fingerprint: ssh-rsa 4096 SHA256:FS Vuimlui A t
e — . ; ny comment can
« » ey comment:
30 Objects Note that the “Type Z .
= Dot field iust “File” Keypsssphrase: [0 00000000000000000000 N be Included
esktop
X Ield says jus le". Confrm passphrase: (0000 00000000000000000|
5| Document its
Actions ‘ Download: Actions
Generate s public/private key pair Generats b Generate a public/private key pair Generate An P a S S h r a S e
Losd an exdsting private key file =] Pict Load an existing private key fle [ Load y p
Save the generated key Save public key Sawe private key & vid Save the generated key " Sawe public key [ Sove private key Can be b ro u ht
us
A5 WINDOWS (C) v < g
Faramaters Parameters
Type ofkey to generate: File name: [id_rsa Y| AN (%) v‘ Type of key to generate:
@ REA D5 (I ECDS A (I EdDS A O s8H-1 REA) ® RSA O DsA (O ECDSA (O EdDSA O S5H-1 RSA)
Kamber ofbits n 2 enerated ke (e T Number of it n o senersted ke 0%

3 Enter a comment and passphrase, and press "Save
Private Key" to save the private key.

@ Copy the public key by right-clicking with the mouse.

(This step is necessary for the public key registration on the
next step.)

If your public key is already registered, this step is
not necessatry.

@ Launch “PuTTYgen” and go to
“Conversions” — “Import key”
from the menu bar.

2 Find the key pair you
created with another tool
and select the private key.

»  Private keys created with standard Windows command tools are usually located >
in the “.ssh” folder directly under the “C:\Users\{username}” folder. “id_rsa” “file”.
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Register a public key

Register a public key generated in previous section to the “User Portal”

Copy a public key generated in previous section. Login to the “ABCI User Portal”, open “Register public key”
page, select “Direct Input”, paste into the rectangle space, and press [Register].
(If your public key is already registered, this step is not necessary.)

Generated by terminal: Show the generated key by cat command and copy. Login to the “ABCI User Portal” and paste key in “Register public key”
yourpc$ cat ~/.ssh/id rsa.pub ABCI User Portal
SSh—rsa dpA B Cl Login user: Kataoka Satoshi Logout
abcdefghijklmnopgrstuvwxz1234567890ABCDEFGHI......cceuueee. k . . . .

C: @ Open "Register public key
............... EhTBbCel satoshi.kataoka@hanazono.com St o

* Register public key istration '_\ 1 1
yourpc $ ‘r * Browse / delete public I':I:%h:d OFile Upload @ SeIeCt “DIreCt Inlet”

Generated by “PuTTYgen”: After generate key, copy the public key from the . Usaglﬁ‘smmm \
dialog box. o

s Cloud Storage

Honscement. (3 Paste the public key here

g PuTTY Key Generator ? X

File Key Conversions Help l
Key = z
Public key for pasting into OpenSSH authorized keys file: Previous IReg\sler

ssh-rsa AAAAB3NzaC1 yo2? EAAAAD AR ABAAACARCZRHIgymnS 6 AXwILdIO02ci2b7 yAWY

+YAZTEnIHer! hﬁfl ZkoZteozrdCPeal DTKEU0/ g3 sl EVIYO 3mihlrl I3VRI30 KCGN3 yPI6 3PSRTooHE NXGXT Ekv KPP i

sl oer SN0 bl VYK Please note the following points when registering public key. @ PI’ESS [RegISte I']
+JzbS xpbCzHuol hD>oDnJY5LWDBUqL57w o/ fTtbBSe: )( " - No line feed character is included. (Please be aware that line feeds are not include

- The headers (ssh-rsa, ecdsa-sha2-nistp256, ecdsa-sha2-nistp384, ecdsa-sha2-nistp521, ssh-ed25519) must be attached at the

Drag the public key, right-

Kay opmmant: |'sg_key_m”0525 | - In the case of RSA public key, public key must be created with 2048 bits or more.
) H H - For ECDSA public key, create public key with 256 bit, 384 bit or 521 bit.

Key passphrase: [000000000000000000000 | CIICk In SeIeCted area, and - For Ed25519 public key, you have created a public key with 256 bits.

Confirm passphrase: |.....................| ]

e choose “Copy’”.

Key fingerprint: |ssh rsa 4096 SHALE6:FS VimluiG 42 W/ g6 OMMHZZrFSKHGWqQ fiRbuK+4r9sh

- Do net include illegal characters such as double-byte characters.
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Log in to the ABCI system

To connect to an interactive node, which is the front end of ABCI, follow the steps below.

@ Login to the access server using SSH public key and create a tunnel between the client PC and the interactive node.
@ Login to the interactive node ( es or es-a ) through the SSH tunnel using SSH public key authentication.

ABCI system
(2 Login to the interactive node Node (V)

Log in to the interactive node of the ' ' ' Compute Node (V)

node type (V or A) you wish to use
through the tunnel 1,088 nodes
Interactive Node (V) NX'%’;‘ L/:i(t)o

SSH connection(\ es

/ Compute Node (A)
localhost / Access Server ' ' 120 nodes
as.abci.al NVIDIA A100
@ Login to the access server Interactive Node (A) 960 units
Create a tunnel by SSH port forwarding €s-a Node (A)

* ABCI has two types of nodes, (V) and (A). Compute Node (V) and Compute Node (A) for Compute
nodes, es and es-a for Interactive nodes as well, each of these nodes are dedicated.
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Log In to the ABCI system
- Login from Terminal (1/2) -

Login to the access server via SSH and establish a route for port forwarding access from the client PC side to the interactive node.

(*The access to the interactive node uses port:22, but the client PC side uses a vacancy number such as port:10022).

Client PC Access Server Interactive Node es or es-a

_ . .. Routeviaport  Fire wall _ .
(port:10022 for localhost side) as.abci.ai forwarding (port:22 for remote host side)

Command Ssh =L 10022:es:22 -1 aaal’l34bxx as.abci.ai

syntax -L {port number to receive on Client PC}:{interactive node name to connect to}:{port number of interactive node} -1 {ABCI account name} {access server name}
Create a tunnel between the client PC and

.................................................................................... the Access Server a.nd pOI’t forwardmg to

yourpc$ ssh -L 10022:es5:22 -1 aaall2345xx as.abci.ai <

Example .
The authenticity of host 'as.abci.ai (0.0.0.1)' can't be established. the Interactive Node.
RSA key fingerprint is XX:XX:XX:XX:XX:XX:XX:XX:XX:XX:XX:XX:XX:XX:XX XX, @ This message is shown only at first login.
Are you sure you want to continue Connecting (yes/no)? NST I T — Type uyesu and [Enter]
Warning: Permanently added 'XX.XX.XX.XX' (RSA) to the list of known hosts.
Enter passphrase for key '/home/username/.ssh/id rsa': .. Enter the "passphrase" you set.
Welcome to ABCI access server. .
. . | | e After successful login, the message
Please press any key 1f you disconnect this session. " "
Welcome to ABCI ..." is appeared.

Reference: ABCI 2.0 User Guide — Getting Started ABCI Loqin using an SSH Client



https://docs.abci.ai/en/getting-started/#login-using-an-ssh-client
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Log In to the ABCI system
- Login from Terminal (2/2) -

Example: After establishing an SSH connection to the access server (as.abci.ai) and a port forwarding route,

open another terminal and login to the interactive node (es) from the configured localhost port:10022.

Client PC Access Server Interactive Node es or es-a

Route via port '
(port:10022 for localhost side) as.abci.ai forwardirl?g Fire wall

(port:22 for remote host side)

Command Ssh -p 10022 -1 aaal’l345xx localhost

syntax -p {port number to receive on client PC} -l {ABCI account name to login} {host name}
b e Login to Interactive Node es:22, port

Example yourpc$ ssh -p 10022 -1 aaal2345xx localhost forwarded from localhost:10022

The authenticity of host 'localhost (127.0.0.1)' can't be established. RSA key fingerprint is

XX XX s XX XX s XX XX s XX XX s XX 2 XX s XX e XX s XX e XX : XX 2 XX’ ......................................................................................................... ThlS message |S Shown Only at fII’St |Ogln

Are you sure you want to continue connecting (yes/no) ER, T Type “yes” and [Enter].

Warning: Permanently added 'localhost' (RSA) to the list of known hosts.

Enter passphrase for key '/home/username/.ssh/id rsba . Enter the "passphrase” you set.

[username@esl ~]$% e After successful login, the prompt is

appeared.
Reference: ABCI 2.0 User Guide — Getting Started ABCI Login using an SSH Client



https://docs.abci.ai/en/getting-started/#login-using-an-ssh-client

Log in to the ABCI system
- Using PUTTY (1/6) -

@ PuTTY Configuration

;. Prosy

..... More bues

... Serial

. Telnet

... Rlogin

... SUFDUP v

About

Add new forwarded port:

X
Category
i Behawour A | Optionz controling S5H port forwarding |
i pw Translation Part forwarding
i - Seleoti
C}ZIZErI:n || Local ports accept connections from other hosts
D;;nection || Remote ports do the same (SSH-2 only)
EF r——— Forwarded ports: Remous

@ Local
) Auto

U Remote

[t

Open

(I IPE

Cancel

@ PuTTY Configuration

X
Category
... Behaviour A Optionz controling S5H port forwarding |
i pw Translation Part forwarding
. Selecti
B C}ZIZErI:n || Local ports accept connections from other hosts
D-;;mection || Remote ports do the same (SSH-2 only)
& Data Forwarded ports: Remous
:;":" L0027 es22
- 5 e e—
Lo Kex *

The set value will be appeared here.

..... More bues

... Serial

. Telnet

... Rlogin

... SUFDUP v

@ In the Category menu on the left side of the dialog box,

About

Dexztination | sl |
@ Local U Remote ﬂ_:l Crynamic
) uto 1P 1P

Open Cancel

=T
SOLUTIONS

@ Open PuTTY and set SSH tunnel parameters.

select “Connection” => “SSH” => “Tunnels”, then fill in the following values in the “SSH port forwarding” field on the right.
v Source port: 10022 (Specify a vacancy port number in your system)
v Destination: es:22 or es-a:22

v' Choose “@ Local”

After entering the setting values, press the [Add] button to reflect the setting values.

Reference : ABCI 2.0 User Guide — Tips PuTTY
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Log in to the ABCI system
- Using PUTTY (2/6) -

2 Enter the SSH authentication information.

8 PuTTY Configuration * 8 PuTTY Configuration *
Category Category
i Logging A | Cradentialz to authenticate with | .. A | Basic options for ywour PuTTY se=sion |
i T:erminal Public—ke y authentication : L_°55i"5 Specify the destination you want to connect to
;elg:board Frivate key file for authentication: 2- Terrzn;lj 4 Host Mame tor P address) Port
) ... PeE yDioEr
: - boiai 22
 estures [[susERPROFILEN 53t id r2a ppk Browse... | - Bel || = abiai I] I
. Win dow Czrtificate 1o use with the private key (optional} ... Features Connection type:
o Appearan ce | | Browse.. [ Window ™ 55H (O Serisl () Other: | Telnet v
.. Behaviour ... AppEarance
‘... Translation Flugin to provide authentication responses ... Behaviour Load, sawe or delete a stored session
.. Selection Plugin command to run .. Tran slation Saved Sessions
i.. Colours | [ Selection |
A i ... Tl
| p— Coe Default Sathines Lz
[=)- Connection =
... Data S aue
... Proey =
= 55H Delete
LoKex
Host keys
5....Cipher Close window on exit:
N (5] Auth N () Aways () Ne wer ) Only on clean ext
£ > £ >
About Open Cancel About Open Cancel

(2 -1. Inthe Category menu on the left side of the dialog box, @ - 2. Page “Session” in the Category menu on the left side and
select “Connection” => “SSH” => “Auth” => “Credentials”, enter login parameters.
then specify the path to the private key in the “Public-key v" Host Name (or IP address): as.abci.ai
authentication” field. v' Port: 22
v Private key file for authentication: Enter the path to
the private key.
v" You can also select a file by pressing the [Browse]
button.
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- Using PUTTY (3/6) -

® Save and load the set parameters.

PuTTY Configuration * PuTTY Configuration * PuTTY Configuration *
g9 g9 g9
Category Category: Category
A | Basic options for ywour PuTTY se=sion | A | Basic options for ywour PuTTY se=sion | =8 Session A | Basic options for ywour PuTTY se=sion |
: - -UEEINE Specify the destination you want to connect to : L_°55'"5 Specify the destination you want to connect to P L_°55'"5 Specify the destination you want to connect to
2- Terrzn;lj 4 Hast Mame (or IP addrezz) Port 2- Terrzn;lj 4 Hast Mame (or IP addrezz) Port 2- Terrzn;lj 4 Hast Mame (or IP addrezz) Port
... Keyboar — ... Keyboar — ... Keyboar —
Bell |asabcla| | |22 | Bell |asabcla| | |22 | Bell |asabcla| | |22 |
. Features Connection type: . Features Connection type: . Features Connection type:
- Window W 55H (O Serial () Other | Telnet v [ Window W 55H (O Serial () Other | Telnet w [ Window W 5sH (O Serisl ) Other | Telnet v
... AppEarance ... AppEarance ... AppEarance
... Eehaviour Load, save or delete a stored session ... Eehaviour Load, save or delete a stored session ... Eehaviour Load, save or delete a stored session
.. Tran slation Saved Sessions .. Tran slation Saved Sessions .. Tran slation Saved Sessions
[ Selection I J— I [ Selection |as—es [ Selection | /’|\
... Cal ... Cal ... Cal f
OD%WS Default Settings Load OD%WS Default Settings Load OD%WS i
[=)- Connection = [=)- Connection as—es = [=)- Connection
.. Data S aue .. Data S aue .. Data
... Proey = ... Proey =
= 55H Delete = 55H Delete
ioKex ioKex
.Host keys . Host keys
Cipher Close window on exit: - Bipher Close window on exit: Close window on exit:
(5] Auth N () Aways () Ne wer ) Only on clean ext (5] Auth N () Aways () Ne wer ) Only on clean ext N () Aways () Ne wer ) Only on clean ext
£ > £ > £
About Open Cancel About Open Cancel About Open Cancel

(3 - 1. Name and save the settings entered so far.
Enter "as-es" in the "Saved Sessions" field and press the [Save] button to place it on the saved list.

2.  When you want to reuse the saved settings, select them from the save list and press the [Load] button to recall them.
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Log in to the ABCI system
- Using PUTTY (4/6) -

@ Log in to the access server (as.abci.ai) and create an SSH tunnel.

@ PuTTY Configuration * EP as.abci.ai - PuTTY X
= Enter ABCI account name.
Category
A Basic options for ywour PuTTY se=sion = "yourpc”
T L_°5|5i"5 Specify the destination you want to connect to PUTTY Security Alert x Enter the passphrase
- Tarmina Hast Mame (or IP addrezz) Port - .
;:ﬁ‘board [asabeiai | [22 ‘.61 The hest keyis not cached for this server: Of the set prlva‘te key
 Festures Connection type: T asaboisi fpart 220
[ Window W ssH (O Serial () Other: | Telnet w “You have no gusrantes that the server is the computar you think it is.
"";p:earance Load. sawe or delete & stored session The server's ssh—ed25519 key fingerprint is
... Behaviour j
- Transistion Saved Sessions ssh-ad25513 255 SHAZ5E 2bJmaS +FPIA/HNAS h GHI Sl kl dWF FBFCCWWDIsX0
[ Selectian r— IFyou brust this host, prass " Accept” to add the key 4o PuTTY's cache and carry on N Ote .
Colours | — | B oenneS £ -
. Default Setti . y " . . . . .
B..DonnD:::atlon ase—ele ettings Load Lfgg:n\:acr;tot:co:jryon connecting just once, without adding the key to the cache, press You mUSt keep thlS |Og|n SeSS|On Whlle Worklng
ELE Ifvou do not trust this host, press “Oancel” to sbandon the connection. .
P
Epey After filling or loading the values, with ABCI.
o Kew . hare infa... Connect Once Cancel H H H
Host ke click [Open]. = Do not press any key on this screen, as it will
E....Cipher Close window on et H
(5] Auth N O Aways ) Newer ®|0nly on clean ext Close the session.
£ >
A\ 4
About Open Cancel

(4) - 1. After all values are entered or loaded, press the [Open] button.
2. When logging in for the first time, you will see the message in the center above and press the [Accept] button.

3. The access server login screen will be displayed, enter the following...
v" "ABCI Account Name*
v' "Passphrase" of the private key
If the login is successful, “Welcome to ABCI Access Server” will be displayed.



® Launch PuTTY in another window and configure the connection settings

Log in to the ABCI system
- Using PUTTY (5/6) -

AIST
SOLUTIONS

@ PuTTY Configuration @ PuTTY Configuration *
Category Category

i Logging A | Cradentialz to authenticate with .. A | Basic options for ywour PuTTY se=sion |
1 T:erminal Public—ke y authentication L_°55i"5 Specify the destination you want to connect to

;elg:board Private key file for authentication: =8 Terrzn;lj 4 Host tame (or |P address) Port

) ... PeE yDioEr

H i localhost 10022

| Features || $USERPROFILENRY =sh#id rsa ppk || Erowse. e [[1ocaihos [ ]
. Win dow Czrtificate 1o use with the private key (optional} .. Features Connection type:

o Appearan ce | | Browse ... (=) Windaw W 55H () Serial () Other: | Telnet

.. Behaviour ... AppEarance

‘... Translation Flugin to provide authentication responses ... Behaviour Load, zawe or delete a stored session

.. Selection Plugin command to run .. Tran slation Saved Sessions

.. Dolours | [#]- Selection I es—terminal I
A i ... Tl
- Sonnection OD%WS Default Settings Load

i [=)- Connection as—es =

.. Data ez—terminal
Enter the same Froy Sere
1 H - 55H Delete
SSH authentication e =
o Kew
i i i Host ke

_ information as the i ke

i ipner Cloze window on e xit:

v access server - Auth O mways ) Newer ) Only on clean ext

= 5 LTTY ”
About Open Cancel About Open Cancel

® - 1. (® -2. Select "Session" from the Category menu on the left, enter
the login information for the Interactive Node.
v" Host Name (or IP address): localhost
v' Port: 10022
Specify the port number set in the SSH Tunnel Information.
Enter the same SSH authentication information as the
Access server.
After entering the configuration parameters, save them

again as a name, e.g., "es-terminal”.

In the Configuration dialog box of PUTTY launched in
another window, select “Connection” => “SSH” =>
“‘Auth” => “Credentials” from the Category menu on
the left, then specify the path to the private key in the
"Public-key authentication" field, in the same way as
for the access server.
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Log in to the ABCI system

- Using PUTTY (6/6) -

8 PuTTY Configuration * P aaal2345xx@esT:~
= Enter ABCI account name.
Category
Ew A Basic options for ywour PuTTY se=sion =y "yourpc”
i e Losging Specify the destination you want to connect ta PUTTY Security Alert x Enter the passphrase
=5 TerrnKin:L 4 Haost Mame (or IP address) Port Of the set rlvate ke
... Keyboar _
Bel [localhost | [too2z ‘.0] The host keyis not cached for this serer: p y
 Festures Connection type: T asaboisi fpart 220 .
- Windos S5H Serial Other: | Telnet You b tas that th iz th 4 think itis. Welcom =i : :
=] N mesrance m (O gerial () Other. w T:u ave nlo gu:iand::msahE eﬁserver.lsr & computar you think it is After SUCCESSfU| |Og|n, Operatlon
... Behaviour Load, sawe or delete a stored session e server's ssh-e y fingerprint is, h I I
 Translation = - ssh-2d?5619 255 SHATSE2bImaS +FPkA/HNS hGHIE sl kl dWF EFCOWRCEX0 SC Edu e, manua S, and QA COIT[&C'[
- gz:zj:ison I ez—terminal Ic:‘ny::ega:;this hast, press “Acoept” to add the key to PuTT''s cache and carry on InfOI’matlon are d ISp|ayEd .
- Conna ctisn Ese_f:;llt Settings Load Lfgg:n\:acr;tot:coea"rry on connecting just once, without adding the key to the cache, press ) n (Lompute node (4) 20 nodes)
... Data ez—tarminal 5 i
Prosy e IFyou da not trust this host, press “Oancel” to sbandon the conne ction
= 35H Diglote
After filling the values, click "Open”
’ .
- PR Close window on exit:
[ A th () Aways () Ne wer ®|0nly on clean ext
LTTY o
e v
About Open Cancel

(® - 1. After all values are entered or loaded, press the [Open] button.
2. When logging in for the first time, you will see the message in the center
above and press the [Accept] button.
3. The Interactive Node login screen will be displayed, enter the following...
v" "ABCI Account Name*
v' "Passphrase" of the private key

If the login is successful, “Welcome to ABCI System” will be displayed.
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Reference Links Summary

ABCI Official Website (https://abci.ail)

ABCI 2.0 User Guide (https://docs.abci.ai/en/)

This guide explains the technical details of ABCI 2.0 and how to use it. = _ _
This content mainly introduces the "Connecting to Interactive Node" section in the "Getting Started ABCI" chapter of the User Guide.

ABCI Portal Guide (https://docs.abci.ai/portal/en/)

A portal site for managing ABCI 2.0 users and other necessary information.

Windows Subsystem for Linux (WSL)

Reference information on the environment settings required to use ABCI2.0 from Windows terminals.
Please refer to the latest information as it is updated from time to time on external sites.

* https://learn.microsoft.com/en-us/windows/wsl/install#manual-installation-steps
» https://giita.com/fumikomatsu/items/01e5cfa09347176f4d1la (Japanese)
» https://chigusa-web.com/blog/ws|2-win11/ (Japanese)

About SSH client software PUTTY
*  WInSCP (included PuTTYgen, https://winscp.net)
« PUuTTY (https://www.chiark.greenend.orqg.uk/~sqgtatham/putty/latest.html)



https://abci.ai/
https://docs.abci.ai/en/
https://docs.abci.ai/portal/en/
https://learn.microsoft.com/en-us/windows/wsl/install#manual-installation-steps
https://qiita.com/fumikomatsu/items/01e5cfa09347176f4d1a
https://chigusa-web.com/blog/wsl2-win11/
https://winscp.net/
https://www.chiark.greenend.org.uk/~sgtatham/putty/latest.html
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